FOWLER PUBLIC SCHOOLS ELECTRONIC INFORMATION ACCESS AND USE POLICY

Fowler Public Schools encourage and strongly promotes the use
of electronic information technologies in educational endeavors.
The district provides students and staff access to information
resources available in a variety of electronic formats, and for the
development of information management skills. Together these
allow learners to access current and relevant resources, provide
the opportunity to communicate in a technologically rich
environment and assist them to become responsible, self-directed,
life-long learners.

District Responsibility

Fowler Public Schools is responsible for the management of the

structure, hardware and software that the district uses to allow

access to information technologies for educational purposes.

These include:

a) Assigning and removing of member accounts on the network

b) Maintenance and repair of equipment that comprise the
network

¢) Selection of software that the network will support

d) Electronic Information Access and Use Policy

e) Defining the rights/responsibilities of members

f) Providing resources that support the mission of the school
district

g) Providing training opportunities on the use of application of
information technology, including training and information
on new technologies, software and media as they are acquired
and put into use in the district.

h) Implementing and enforcing the conduct standards for
educational technology as stated in the Electronic
Information Access and Use Policy.

The district does not take responsibility for resources located or
actions taken by the members that do not support the purposes of
the school district. The district makes no stated or implied
guarantee regarding the privacy of electronic mail.

The district makes not warranties of any kind, whether express or
implied for the uses of its educational technology, including but
not limited to the loss of data resulting from delays, nondelivery,
or any service interruption.

The district is not responsible for any damages caused to a user's
hardware or software incurred from downloading computer
viruses or other contaminants.

Fowler Public Schools Network Members

All account holders on the Fowler Public Schools Network will be

granted access to all services the network offers. The following

people may hold accounts on the Fowler Public School District

Network:

1) STUDENTS: Students who are currently enrolled in the
district may be granted a network account upon agreement to
the terms stated in this policy.

2) FACULTY AND STAFF: Staff members currently employed
the district may be granted a network account upon
agreement to the terms stated in this policy.

3) OTHERS: Anyone may request a special account on the
Fowler Public School District network. These requests will
be granted on a case-by-case basis, depending on need and
resource availability.

PRIVILEGES AND RESPONSIBILITES OF FOWLER
PUBLIC SCHOOL DISTRICTS NETWORK MEMBERS

Privileges
In accordance with the terms set forth in this policy, members

have the privilege:

e to use all authorized hardware and software for which they
have received training to facilitate learning and enhance
educational information exchange.

e to access information from outside resources which facilitate
learning and enhance educational information exchange.

e to access district networks and the Internet to retrieve
information to facilitate learning and enhances educational
information exchange.

Members have the conditional right to sign up for listservs and

news groups on the Internet which facilitate learning and enhance

educational information exchange.

Responsibilities
Members are responsible for:

e utilizing technology in the school only for facilitating
learning and enhancing educational information exchange
consistent with the purpose of the school.

e attending appropriate training sessions in the use and care of
hardware, software, and networks and refraining from using
any technology for which they have not received training.

e adhering to the rules established for the use of hardware,
software, labs, and networks in the school or through remote
access outside of the school.

e maintaining the privacy of passwords and are prohibited from
publishing or discussing passwords.

e having all disks or videos scanned for virus, dirt, or other
contamination which might endanger the integrity of district
hardware, software or networks before they are used in
district system.

e all material received via the Internet under their account.
They accept responsibility for keeping all pornographic
material, inappropriate files, or files dangerous to the
integrity of the school's network, equipment, or software
from entering the school via the Internet or from being
reproduced in visual, digital or written format.

e making all subscriptions to listservs or news groups known to
the system administrator and seeking prior written approval
before requesting such subscriptions on the Internet.

e maintaining the integrity of the electronic mail (e-mail)
system, reporting any violations of privacy and making only
those e-mail contact which facilitate learning and enhance
educational information exchange.

e adhering to copyright guidelines in the use of hardware and
software and in the transmission or copying of text or files on
the Internet or from other resources.
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